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Determine a CMT.

  

  

 
 
 
 

 

Many events can bring on a crisis—weather-related destruction, acts of terrorism, political, 
financial, industry-wide or reputational calamities to name a few. No matter the cause, 
all crises require management teams to demonstrate preparedness, focus and careful 
coordination to work through these unwelcome events.    

 
By Cynthia Krus and Suzanne Sparrow

 is the 
Co-Practice Group 
Leader of Sutherland’s 
Corporate Practice 
Group. She has 
been involved in 
numerous public and 
private securities 
offerings and 

has advised clients in connection with a 
variety of corporate transactions including 
mergers and acquisitions, proxy contests, 
exchange and rights offerings, going-private 
transactions and reorganizations, and has 
provided counsel in the areas of corporate 
governance, compliance, crisis management 
and risk assessment.

is a consultant with 
Sutherland’s Corporate Practice Group. 
She has more than 20 years experience 
advising corporate boards and executive 
teams on matters of compliance, corporate 
governance, investor relations, operations 
and crisis management. Prior to joining 
Sutherland, Suzanne was executive 
vice president and served as corporate 
secretary for 10 years with a NYSE-
exchange traded alternative investment 
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Identify one person as the CMT lead, typically the 
CEO.

Communicate with the board.

Manage the message. 
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Talk to employees.

Monitor market information.

  
In order to have the opportunity to prevent, 
detect and control certain kinds of “man-made” 
crises, it is imperative that an organization have 
an escalation policy to timely report potential 

policy should provide clear examples of the 
kinds of events that should be reported to 
senior management. It should also encourage 
employees to report concerns without fear of 
retribution or ridicule. Every business is different, 
so the list of potential escalation events should be 

 
Some examples of events that should require 
some sort of escalation include: 

     

         Allegations that may expose the 
organization to legal liability or 

         Allegations that an employee, board 
member or business partner is involved 
in any sort of illegal activity or misuse of 

         Inconsistencies between expected and actual 

         Requests for private or unusual information 
about management, employees, board 
members, business partners or the 

         Evidence of IT hacking or attempted 

         Unusual/disgruntled communications from 

         Other unusual events, such as repeated 
hang-up telephone calls or onsite visitors 
who are concerning.

It may be useful to maintain a log of such events, 
particularly when one recurs, to better understand 
the pattern if anything actually transpires. 



Winter 2011  I    I  17   

Expect regulatory action.

Expect private litigation.

Review public disclosure.

Nevertheless, choose outside advisors carefully. Be 
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